Networking Future Indicative (and EOTC)
The following is the latest information to hand on the networking of Future Indicative (and EOTC).

Initially it was assumed that networking would be the simple procedure of installing the package to a fileserver and accessing it via any terminal (work station) connected to the server.  

It quickly became apparent that this was not as simple as we had assumed.  Those attempting to access FI or FIStudent from a workstation were receiving an error message suggesting that ‘Permission was denied’.

Considerable research was done via the internet and it was found that :

a)  Many software users around the world, using software based on the ‘dot net framework’ were experiencing similar problems.

b) Microsoft indicated that the problem could be solved by running their CASPOL utility (Code Access Security Protocol Tool).

c) Most users reported that this failed to work.

d) Microsoft indicated that they were ‘working on the problem’ and that the ‘Distributed Client’ approach was the one which they preferred. (‘Distributed Client’ means that you have to install the package separately on each terminal and point it at the database on a central file server’. FI was modified to allow for this and schools successfully implemented this model.  The two programs (fi.exe and fistudent.exe) were modified to auto-update themselves if a later version was found on the file server, removing the need to revisit each terminal each time a new version was released. (This has not yet been done for eotc)
One school then reported that it was, in fact, networking FI in the traditional manner. The IT person concerned reported that he had :

a) He created a separate folder on the server and installed to that folder. 
b) He ran in Microsoft's Service Pack 1 for the Dot Net Framework (It was this that was causing the permissions problem) and this involved three separate updates to Dot Net 2, 3, and 3.5.

Another school had experienced some networking problems and these were solved by giving 'modify' rights to the \fi  forlder (\eotc  folder) on the file server.
A third school has also successfully networked ‘traditionally’.  The IT person tells me that he:

a) Created a ‘Hidden Share’ and installed the software to that drive.

b) Allocated suitable ‘Share permissions and ‘File permissions’ to all users.

Thus we seem to have a solution.  It is complicated by the fact that every school has its own particular way of managing their network but the above does seem to be a reasonably generic approach.
To protect the integrity of the database from prying eyes the database itself is now passworded.

